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Kaspersky Open Space Security Product Comparison
is a suite of products that 0ffers security
coverage for all types of network endpoints,
from mobile devices to servers. Incoming
and outgoing data traffic on computers -
including email, web traffic and network S e
interactions - is scanned for malicious Kaspersky Business Spaca Security

content. Laptop users can enjoy the same .... It:i:r:(yEnterpriseSpaceSecurity
full protection as users on the office ......
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network, and administration is simplified through
a set of powerful administration tools.
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FOR WORKSTATIONS

Kaspersky Work Space Secu rity provides centralized protection for workstations
both on the corporate network and those used remotely from all types of contemporary
Internet threats, including viruses, spyware, hacker attacks and spam.

Exercising full control over incoming and outgoing data (including email, web traffic and
network interactions) on the PC, Kaspersky Work Space Security ensures full security
for users, whether they are working on the office network or traveling on business.

Product Highlights®

* Integrated protection from viruses, spyware, hacker attacks and spam
* Proactive protection from even the newest malicious programs

* Personal firewall with IDS and IPS

* Roll back of any malicious changes made to the system

* Protection from phishing and spam attacks

« Intelligent redistribution of resources during full system scans

Additional Features

* Centralized installation and administration

* Support for Cisco® NAC (Network Admission Control)

* On-the-fly scanning of email and Internet traffic

» Pop up window and banner blocker during Internet use

» Security when working on any type of network, including WiFi

* Tools to create a rescue disk

» Advanced system for reporting system status

» Automatic updates to databases

« Full support for 64-bit platforms

» Optimized for laptops (integration with Intel® Centrino® Duo mobile technology)
» Remote treatment using Intel® Active Management (Intel® vPro™)

Component List Supported Platforms / Operating Systems
« Kaspersky® Anti-Virus for Windows Workstation « Workstations: Microsoft Windows (including
« Kaspersky® Anti-Virus for Linux Workstation 64-bit) & Linux

« Kaspersky® Administration Kit

" The features listed here may differ from component to component.
For a more detailed overview of each component, go to www.kaspersky.com.
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FOR WORKSTATIONS / Security
FILE SERVERS

Kaspersky Business Space Security provides high-quality protection for
corporate information assets from all types of contemporary Internet threats.

Kaspersky Business Space Security offers an umbrella of protection over workstations
and file servers from all types of viruses, Trojans and worms, prevents epidemics and
keeps information secure and fully accessible to users of network resources. The
product was expressly designed to meet the increasing demands of servers operating
under heavy loads.

Product Highlights®

- Centralized installation and administration

+ Support for Cisco® NAC (Network Admission Control)

« Integrated protection for workstations and file servers from all types of Internet
threats

« iSwift technology prevents superfluous repeat scans of data within the network

« Load balancing between server processors

 Quarantine of infected workstations

* Roll back for malicious changes made to the system

« Scalability

Additional Features

* Proactive protection from even the newest malicious programs

* On-the-fly scanning of email and web traffic

* Personal firewall with IDS and IPS

« Security when working on any type of network, including WiFi

« Self-defense technology from malicious programs for the antivirus solution
* Quarantine storage of suspicious objects

+ Automatic updating of databases

Component List Supported Platforms / Operating Systems
« Kaspersky® Anti-Virus for Windows Workstation « Workstations: Microsoft Windows
« Kaspersky® Anti-Virus for Linux Workstation (including 64-bit) & Linux
« Kaspersky® Anti-Virus for Windows Server « File servers; Microsoft Windows
« Kaspersky® Anti-Virus for Linux File Server (including 64-bit), Novell Netware, Linux
« Kaspersky® Anti-Virus for Samba Server & Samba
« Kaspersky® Anti-Virus for Novell NetWare
« Kaspersky® Administration Kit

" The features listed here may differ from component to component.
For a more detailed overview of each component, go to www.kaspersky.com.
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MULTI-LAYER Security

FILE SERVERS / MAIL SERVERS

Kaspersky Enterprise Space Security ensures a free flow of information
within the company and secure communication with the outside world.

The solution comprises components for the protection of workstations and servers from all
types of contemporary Internet threats; it removs viruses from email and keeps information
secure and fully accessible to users of network resources.

Product Highlights’

* Protection for workstations and servers from viruses, Trojans and worms

« Protection for mail servers such as Sendmail, Qmail, Postfix and Exim

» Scanning of all messages transmitted via Microsoft Exchange servers

» Scanning of messages, databases and other objects on Lotus Notes/Domino servers
* Protection from phishing and spam attacks

* Blocking of virus epidemics

* Scalability

Additional Features

« Centralized installation and administration

+ Support for Cisco® NAC (Network Admission Control)
* Proactive protection from malicious programs

* Personal firewall with IDS and IPS

« Security when working on WiFi networks

+ On-the-fly scanning of web traffic

* Roll back of malicious changes made to the system

« Intelligent redistribution of resources during full system scans
* Quarantine of infected and suspicious objects

« System for reporting on system status

» Automatic updating of databases

Component List Supported Platforms / Operating Systems
« Kaspersky® Anti-Virus for Windows Workstation « Workstations: Microsoft Windows (includ-
« Kaspersky® Anti-Virus for Linux Workstation ing 64-bit) & Linux
« Kaspersky® Anti-Virus for Windows Server « File servers; Microsoft Windows
« Kaspersky® Anti-Virus for Linux File Server (including 64-bit), Novell Netware, Linux
« Kaspersky® Anti-Virus for Samba Server & Samba
« Kaspersky® Anti-Virus for Novell NetWare « Mail servers and groupware servers: Mi-
« Kaspersky® Anti-Virus forMicrosoft® Exchange crosoft Exchange, Lotus Notes/Domino
« Kaspersky® Anti-Virus for Linux Mail Server & Linux (Sendmail, Qmail, Postfix and
« Kaspersky® Anti-Virus for Lotus Notes/Domino Exim)

« Kaspersky® Administration Kit

* The features listed here may differ from component to component.
For a more detailed overview of each component, go to www.kaspersky.com.

PROTECTION

Kaspersky Total Space Security provides integrated protection for corporate
networks of any size or level of complexity from all types of contemporary Internet threats.

Kaspersky Total Space Security exercises control over all incoming and outgoing data —
including email, web traffic and all network interactions. The product comprises components
for the protection of workstations and mobile devices, ensuring users secure and fast access to
company information, resources and the Internet, as well as secure communications via email.

Product Highlights’

« Integrated protection from viruses, spyware, hacker attacks and spam at all levels of
the corporate network — from workstations to Internet gateways

« Proactive protection from the newest malicious programs

« Protection for mail servers and file servers

« Scanning of web traffic (HTTP/FTP) in real-time

+ Scalability

« Quarantine of infected workstationsand blocking of virus epidemics

« Centralized reporting on system status

Additional Features

« Centralized installation and administration

« Support for Cisco® NAC (Network Admission Control)

- Support for hardware proxy appliances

« Intelligent redistribution of resources during full system scans

« Personal firewall with IDS and IPS

« Security when working on any type of network, including WiFi

« Protection from phishing and spam attacks

- Remote treatment using Intel® Active Management (Intel® vPro™)
« Roll back of malicious changes made to the system

- Self-defense technology from malicious programs for the antivirus solution
« Full support for 64-bit platforms

« Automatic updating of databases

Component List Supported Platforms / Operating Systems
« Kaspersky® Anti-Virus for Windows Workstation « Workstations: Microsoft Windor
« Kaspersky® Anti-Virus for Linux Workstation (including 64-bit) & Linux
* Kaspersky® Anti-Virus for Windows Server « File servers: Microsoft Windows
« Kaspersky® Anti-Virus for Linux File Server (including 64-bit), Novell Netware, Linux
« Kaspersky® Anti-Virus for Samba Server & Samba
« Kaspersky® Anti-Virus forNovell NetWare * Mail servers and groupware servers:
« Kaspersky® Anti-Virus for Microsoft® Exchange Microsoft Exchange, Lotus Notes/
« Kaspersky® Anti-Virus for Linux Mail Server Domino & Linux
« Kaspersky Mail Gateway « Internet gateways: Microsoft ISA Server,
« Kaspersky® Anti-Virus for Lotus Notes/Domino Squid Proxy Server & CheckPoint
« Kaspersky Anti-Spam Firewall-1
« Kaspersky® Anti-Virus for Microsoft® ISA Server + Mobile devices: Symbian & Windows
« Kaspersky® Anti-Virus for Proxy Server Mobile
« Kaspersky® Anti-Virus for CheckPoint Firewall-1
« Kaspersky® Anti-Virus Mobile
« Kaspersky® Administration Kit

" The features listed here may differ from component to component.
For a more detailed overview of each component, go to www.kaspersky.com.
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